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is a bona fide offer of employment re-
quiring access to Restricted Data, na-
tional security information, or special 
nuclear material, and when there is ei-
ther: 

(1) Material and relevant new evi-
dence which the individual and the in-
dividual’s representatives are without 
fault in failing to present earlier, or 

(2) Convincing evidence of rehabilita-
tion or reformation. 

(c) A request for reconsideration 
shall be submitted in writing to the 
Principal Deputy Chief for Mission 
Support Operations, Office of Health, 
Safety and Security, accompanied by 
an affidavit setting forth in detail the 
new evidence or evidence of rehabilita-
tion or reformation. If the Principal 
Deputy Chief for Mission Support Oper-
ations, determines that the regulatory 
requirements for reconsideration have 
been met, the Director shall notify the 
individual that the individual’s access 
authorization shall be reconsidered in 
accordance with established procedures 
for determining eligibility for access 
authorizations. 

(d) If the individual’s access author-
ization is not reinstated following re-
consideration, the individual shall be 
advised by the Director, Office of Per-
sonnel Security, DOE Headquarters, in 
writing: 

(1) Of the unfavorable action and the 
reason(s) therefor; and 

(2) That within 30 calendar days from 
the date of receipt of the notification, 
he may file, through the Director, Of-
fice of Personnel Security, DOE Head-
quarters, DOE Headquarters, a written 
request for a review of the decision by 
the Appeal Panel, in accordance with 
§ 710.29. 

[66 FR 47066, Sept. 11, 2001, as amended at 71 
FR 68731, Nov. 28, 2006] 

MISCELLANEOUS 

§ 710.33 Terminations. 
If the individual is no longer an ap-

plicant for access authorization or no 
longer requires access authorization, 
the procedures of this subpart shall be 
terminated without a final decision as 
to the individual’s access authorization 
eligibility, unless a final decision has 
been rendered prior to the DOE being 
notified of the change in the individ-

ual’s pending access authorization sta-
tus. 

[66 FR 47067, Sept. 11, 2001] 

§ 710.34 Attorney representation. 

In the event the individual is rep-
resented by an attorney or other rep-
resentatives, the individual shall file 
with the Administrative Judge and 
DOE Counsel a document designating 
such attorney or representatives and 
authorizing one such attorney or rep-
resentative to receive all correspond-
ence, transcripts, and other documents 
pertaining to the proceeding under this 
subpart. 

[59 FR 35185, July 8, 1994. Redesignated at 66 
FR 47065, Sept. 11, 2001] 

§ 710.35 Time frames. 

Statements of time established for 
processing aspects of a case under this 
subpart are the agency’s desired time 
frames in implementing the procedures 
set forth in this subpart. However, fail-
ure to meet the time frames shall have 
no impact upon the final disposition of 
an access authorization by a Manager, 
Administrative Judge, the Appeal 
Panel, or the Secretary, and shall con-
fer no procedural or substantive rights 
upon an individual whose access au-
thorization eligibility is being consid-
ered. 

[66 FR 47067, Sept. 11, 2001] 

§ 710.36 Acting officials. 

Except for the Secretary, the respon-
sibilities and authorities conferred in 
this subpart may be exercised by per-
sons who have been designated in writ-
ing as acting for, or in the temporary 
capacity of, the following DOE posi-
tions: The Local Director of Security; 
the Manager; the Director, Office of 
Personnel Security, DOE Headquarters; 
or the General Counsel. The respon-
sibilities and authorities of the Prin-
cipal Deputy Chief for Mission Support 
Operations, 1Office of Health, Safety 
and Security, may be exercised by per-
sons in security-related Senior Execu-
tive Service positions within the Office 
of Health, Safety and Security who 
have been designated in writing as act-
ing for, or in the temporary capacity 
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of, the Principal Deputy Chief for Mis-
sion Support Operations, with the ap-
proval of the Chief Health, Safety and 
Security Officer. 

[77 FR 71691, Dec. 4, 2012] 

APPENDIX A TO SUBPART A OF PART 
710—SELECTED PROVISIONS OF THE 
ATOMIC ENERGY ACT OF 1954, AS 
AMENDED, SEC. 141 (42 U.S.C. 2161), 
SEC. 145 (42 U.S.C. 2165), SEC. 161 (42 
U.S.C. 2201) 

(By authority of the Department of Energy 
Organization Act, 42 U.S.C. 7151(a), the Sec-
retary of Energy or her designated represent-
ative is to be substituted for the ‘‘Commis-
sion’’ and ‘‘General Manager’’ as appro-
priate.) 

Sec. 141. Policy. It shall be the policy of 
the Commission to control the dissemination 
and declassification of Restricted Data in 
such a manner as to assure the common de-
fense and security. * * * 

Sec. 145. Restriction. (a) No arrangement 
shall be made under section 31, no contract 
shall be made or continued in effect under 
section 141, and no license shall be issued 
under section 103 or 104, unless the person 
with whom such arrangement is made, the 
contractor or prospective contractor, or the 
prospective licensee agrees in writing not to 
permit any individual to have access to Re-
stricted Data until the Civil Service Com-
mission shall have made an investigation 
and report to the Commission on the char-
acter, associations, and loyalty of such indi-
vidual, and the Commission shall have deter-
mined that permitting such person to have 
access to Restricted Data will not endanger 
the common defense and security. 

(b) Except as authorized by the Commis-
sion or the General Manager upon a deter-
mination by the Commission or General 
Manager that such action is clearly con-
sistent with the national interest, no indi-
vidual shall be employed by the Commission 
nor shall the Commission permit any indi-
vidual to have access to Restricted Data 
until the Civil Service Commission shall 
have made an investigation and report to the 
Commission on the character, associations, 
and loyalty of such individual, and the Com-
mission shall have determined that permit-
ting such person to have access to Restricted 
Data will not endanger the common defense 
and security. 

(c) In lieu of the investigation and report 
to be made by the Civil Service Commission 
pursuant to subsection (b) of this appendix, 
the Commission may accept an investigation 
and report on the character, associations, 
and loyalty of an individual made by another 
Government agency which conducts per-
sonnel security investigations, provided that 

a security clearance has been granted to 
such individual by another Government 
agency based on such investigation and re-
port. 

(d) In the event an investigation made pur-
suant to subsections (a) and (b) of this ap-
pendix develops any data reflecting that the 
individual who is the subject of the inves-
tigation is of questionable loyalty, the Civil 
Service Commission shall refer the matter to 
the Federal Bureau of Investigation for the 
conduct of a full field investigation, the re-
sults of which shall be furnished to the Civil 
Service Commission for its information and 
appropriate action. 

(e) If the President deems it to be in the 
national interest he may from time to time 
determine that investigations of any group 
or class which are required by subsections 
(a), (b), and (c) of this appendix be made by 
the Federal Bureau of Investigation. 

(f) Notwithstanding the provisions of sub-
sections (a), (b), and (c) of this appendix, a 
majority of the members of the Commission 
shall certify those specific positions which 
are of a high degree of importance or sensi-
tivity, and upon such certification, the in-
vestigation and reports required by such pro-
visions shall be made by the Federal Bureau 
of Investigation. 

(g) The Commission shall establish stand-
ards and specifications in writing as to the 
scope and extent of investigations, the re-
ports of which will be utilized by the Com-
mission in making the determination, pursu-
ant to subsections (a), (b), and (c) of this ap-
pendix, that permitting a person access to 
Restricted Data will not endanger the com-
mon defense and security. Such standards 
and specifications shall be based on the loca-
tion and class or kind of work to be done, 
and shall, among other considerations, take 
into account the degree of importance to the 
common defense and security of the Re-
stricted Data to which access will be per-
mitted. 

(h) Whenever the Congress declares that a 
state of war exists, or in the event of a na-
tional disaster due to enemy attack, the 
Commission is authorized during the state of 
war or period of national disaster due to 
enemy attack to employ individuals and to 
permit individuals access to Restricted Data 
pending the investigation report, and deter-
mination required by section 145b, to the ex-
tent that and so long as the Commission 
finds that such action is required to prevent 
impairment of its activities in furtherance of 
the common defense and security. 

Sec. 161. General provisions. In the per-
formance of its functions the Commission is 
authorized to: 

(a) Establish advisory boards to advise 
with and make recommendations to the 
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